
SR OFFICE OF INSPECTOR GENERALFR DEPARTWENT OF DEFENSE.g 800 Ar CENTER ORE(SE) ALEXANDRIA VIRGINA 2295-1500

R May 3, 2024
Ref: DODOIG-2023-000982

NrJason Leopold[|]Mr. Jason Leopold
Bloomberg News

Dear Mr. Leopold:

This responds to your Freedomof Information Act (FOIA) request for DODIG-2023-004,
Evaluationofthe DoD Processes and Procedures to Alert DoD Officials in the Event the
Presidential Emergency Satchel is Lost, Stolen, or Compromised. We received your request on
June 1,2023, and assigned it case number DODOIG-2023-000982.

For your information, Congress excluded three discrete categoriesoflaw enforcement
‘and national security records from the requirements of the FOIA. See 5 U.S.C. 552(c). This
response is limited to those records that are subject to the requirementsofthe FOIA. This is a
standard noification that is given (0 all our requesters and should not be taken as an indication
that excluded records do, or do not, exist.

‘The Evaluations Component conducted a search and located the report responsive to your
request. In coordination with the Office of the Secretaryof Defense and Joint Staff, we
determined that the enclosed report, totaling 38 pages, is appropriate for release in part pursuant
to the following FOIA (5 U.S.C. § 552) exemptions:

« (b)(1), which pertains to information that is currently and properly classified pursuant to
Executive Order 13526, sections:

© 1.4(a), miliary plans, weapon systems, or operations; and

© 17(e), compilationsoftemsofinformation that are individually unclassified may
be classified if the compiled information reveals an additional association or
relationship that: (1) meets the standards for classification under this order; and
(2) is not otherwise revealed in the individual items ofinformation.

 (b)(5). which pertain to certain iner-and intra-agency communications protected by the
deliberative process privilege. The purpose for withholding such recommendations is to
encourage the free and candid exchangeofopinions and advice during the decision-
making process. In applying the foreseeable harm standard, we determined that
disclosure of this information is likely to diminish the candorofagency deliberations in
the future

+ (b)(6), which pertains to information, the releaseofwhich would constitute a clearly
unwarranted invasion of personal privacy.
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Our review included consideration of the foreseeable harm standard, as stated in DoDM 
5400.07.  Under this standard, the content of a particular record should be reviewed and a 
determination made as to whether the DoD Component reasonably foresees that disclosing it, 
given its age, content, and character, would harm an interest protected by an applicable 
exemption.   
 

If you consider this an adverse determination, you may submit an appeal.  Your appeal, if 
any, must be postmarked within 90 days of the date of this letter, clearly identify the 
determination that you would like to appeal, and reference to the FOIA case number above.  
Send your appeal via mail to the Department of Defense, Office of Inspector General, ATTN: 
FOIA Appellate Authority, Suite 10B24, 4800 Mark Center Drive, Alexandria, VA 22350-1500, 
via email to foiaappeals@dodig.mil, or via facsimile to 571-372-7498.  However, please note 
that FOIA appeals can only examine adverse determinations concerning the FOIA process.  For 
more information on appellate matters and administrative appeal procedures, please refer to 32 
C.F.R. Sec. 286.9(e) and 286.11(a).   
 

You may contact our FOIA Public Liaison at FOIAPublicLiaison@dodig.mil, or by 
calling 703-604-9785, for any further assistance with your request.  Additionally, you may 
contact the Office of Government Information Services (OGIS) at the National Archives and 
Records Administration to inquire about the FOIA mediation services they offer.  The contact 
information for OGIS is as follows: Office of Government Information Services, National 
Archives and Records Administration, 8601 Adelphi Road-OGIS, College Park, MD 20740-
6001, email at ogis@nara.gov; telephone at 202-741-5770; toll free at 1-877-684-6448; or 
facsimile at 202-741-5769.  However, OGIS does not have the authority to mediate requests 
made under the Privacy Act of 1974 (request to access one’s own records).   

 
If you have any questions regarding this matter, please contact Mr. Joseph Kasper at 703-

604-9775 or via email at foiarequests@dodig.mil. 
 

Sincerely, 

       
      Searle Slutzkin 
      Division Chief  
        FOIA, Privacy and Civil Liberties Office 
 
Enclosure(s): 
As stated 



"Released by the DoD OIG FOIA
Office under FOIA request
DODOIG-2023-000102 on
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